#### 代理狗（Deputy Dog）

**别称:**

APT 17

**可能操作来源:**

中国安全部济南局

**目标:**

美国（政府实体、国防工业、律师事务所、信息技术公司、矿业公司和非政府组织）

**事件类型:**

间谍行为

**组织简介:**

代理狗的名字来源于其攻击手法上最显著对的特点。它擅长通过将恶意软件BALCKCOFFEE及其变体植入合法的计算机作为流量中介来传输数据，以此隐藏真实的C&C控制器IP。

**参考链接:**

* <https://www2.fireeye.com/rs/fireye/images/APT17_Report.pdf>